
Your benefits

Build-up cyber security resilience

Manage cyber security risks

Define and set up a foundation for ICS cyber security

Be prepared for frequent, and often compulsory, audits

Wärtsilä ICS 
security foundation
Establishing solid cyber security management system (CSMS)

Provide clear evidence to the management board about how cyber risks are being managed

Risk management review
Wärtsilä develops procedures 
and documentation (strategic, 
tactical, operational) as a 
foundation for a CSMS.

Customer's organisation 
approves the CSMS.

Customer implements actions 
with Wärtsilä's support and 
allocates dedicated resources.

Wärtsilä analyses customer's cyber 
security risk management status. This 
covers customer's current processes, 
procedures and documentation.

Established CSMS covers all cyber 
security management concerns 
and topics that are relevant to the 
customer risk management and 
compliance.

Wärtsilä regularly 
(annual clock) monitors 
and reports the status 
of CSMS.

Wärtsilä and customer analyse 
current situation and identify 
critical assets and risks.

Reporting


