WÄRTSILÄ ICS SECURITY FOUNDATION

ESTABLISHING SOLID CYBER SECURITY MANAGEMENT SYSTEM (CSMS)

Wärtsilä and customer ANALYSE current situation and IDENTIFY critical assets and risks.

Wärtsilä ANALYSES customer's cyber security risk management status. This covers customer's current processes, procedures and documentation.

Customer IMPLEMENTS actions with Wärtsilä's support and ALLOCATES dedicated resources.

Customer’s organisation APPROVES the CSMS.

Wärtsilä DEVELOPS procedures and documentation (strategic, tactical, operational) as a foundation for a CSMS.

Established CSMS covers all cyber security management concerns and topics that are relevant to the customer risk management and compliance.

REPORTING

Wärtsilä regularly (annual clock) MONITORS AND REPORTS the status of CSMS.

YOUR BENEFITS

- Build-up cyber security resilience
- Manage cyber security risks
- Define and set up a foundation for ICS cyber security
- Be prepared for frequent, and often compulsory, audits
- Provide clear evidence to the management board about how cyber risks are being managed